
September - October 2019

Continuing Legal Education Seminars

See Inside for Details!



LIVE WEBCAST
You must register on line at ribar.inreachce.com. 
Written materials will be available in electronic 
format.

For special accommodations, please contact the  
CLE office at the Rhode Island Bar Association, 
401-421-5740 or fax 401-421-2703.

DATE / TIME / PLACE
See program details for tuition, location and times.

You may register by fax (401-421-2703) or online 
check or credit card. Payment must accompany 
registration. You will receive an email confirmation 
of your registration.

WALK-IN REGISTRATION
Pre-registration is strongly recommended. Materials 
for walk-in registration will be available in limited 
supply. If you have not pre-registered, please call 
before the seminar to confirm that there have been 
no schedule changes and seats are still available. 
Call 401-421-5740. 

CANCELLATION POLICY
A full refund less a $10.00 administrative fee will 
be given to registrants whose cancellations are 
received by 12:00 noon two business days before the 
seminar. There will be no refunds for “no shows;” 
however the program materials will be shipped after 
the program or a substitute may attend for someone 
unable to do so.

SPECIAL ACCOMMODATION/ 
MORE INFORMATION
Please indicate on the registration form any special 
accommodation you may require or call the CLE 
office at 401-421-5740. For more information you 
may contact the CLE Office at the Rhode Island Bar 
Association 401-421-5740, fax 401-421-2703.

Rhode Island Bar 
Association

CLE Seminar

The Rhode Island 
Bar Association’s 
online CLE page has 
even more offerings, 
including live webcast 
and on demand 
programming. 

VISIT:

www.ribar.com/
calendar 

or scan the QR Code 
today!



Cybersecurity Risk Management Series
Part One: Threats, Risks, Responsibilities 

and Cyber Security Insurance
Tuesday, September 10, 2019  2:00 p.m. – 4:00 p.m.

Rhode Island Law Center, Cranston

“It’s not a matter of if, but when your business will 
get hacked. How prepared are you?” Anonymous

While technology is essential to increase 
profitability, improve customer service 

and operate efficiently,  it exposes law firms 
and businesses to cyber risks. These risks 
include business operational risk, legal and 
compliance risk, and reputational risk. The 
ABA Standing Committee on Ethics and 
Professional Responsibility has issued formal 
opinions explaining that the Model Rules 
of Professional Conduct require attorneys 
to take precautions and to be ready for 
the inevitable, or face potential sanctions 
for ethical violations. Be proactive, get 
informed, minimize your risk, and learn 
how to be prepared for a cyber breach.

At the first of this three-part series, 
the speakers will discuss:

•	 Different types of cyber breaches 
and the current trends;

•	 The most common methods of attack 
and types of malware used by cyber 
criminals such as social engineering, 
viruses, ransomware, and spyware; and

•	 How cyber insurance helps 
to mitigate cyber risk. 

Do not end up like those law firms that 
appear in the news because they were 
unprepared. Sign up today and get 
ready for the inevitable cyber breach. 

Presenters
Jeffrey Padwa, Esq.
Padwa Law LLC

Cristie Hanaway
The Hilb Group of New 
England 

Tuition
$135.00 admitted before 
January 1, 2014  

$125.00 admitted after 
January 1, 2014

Credits
Subject to Article IV, 
Rule 3, this course has 
been approved by the 
Mandatory Continuing 
Legal Education 
Commission for a 
maximum of 2.0 credits 
inclusive of 0.5 ethics.



Cybersecurity Risk Management Series
Part Two: Preparing a Cybersecurity 

Risk Mitigation Plan
Wednesday, September 18, 2019  2:00 p.m. – 4:00 p.m.

Rhode Island Law Center, Cranston

“It’s not a matter of if, but when your business will 
get hacked. How prepared are you?” Anonymous

Putting in place the most effective 
technology protections is essential, 

but does not ensure your cybersecurity. 
Crafting a risk mitigation plan is crucial for 
all businesses—especially lawyers and law 
firms, which possess valuable information 
and are targeted by cyber criminals. Risk 
mitigation plans identify threats to an 
organization’s business systems, networks 
and data, and address the vulnerabilities and 
most likely vectors of attack. Risk mitigation 
plans include steps to create a culture of 
cybersecurity, identify policies and procedures 
to protect the organization such as ongoing 
awareness training, identify legal compliance 
standards, evaluate third party contracts that 
create additional risk exposure and employ 
metrics to measure risk mitigation efforts. 

The second of this three-part series explains 
in-depth what a cybersecurity risk mitigation 
plan is, how it reduces your risk exposure 
and provides instructions for creating a 
risk mitigation plan for your office.  

Getting caught without a cyber risk 
mitigation plan can seriously destroy your 
reputation and career. Sign up today.

Presenters
Jeffrey Padwa, Esq.
Padwa Law LLC

Jason Albuquerque, 
CCISO-CGCIO
Carousel Industries

Tuition
$135.00 admitted before 
January 1, 2014  

$125.00 admitted after 
January 1, 2014

Credits
Subject to Article IV, 
Rule 3, this course has 
been approved by the 
Mandatory Continuing 
Legal Education 
Commission for a 
maximum of 2.0 credits 
inclusive of 0.5 ethics.



Cybersecurity Risk Management Series
Part Three: Developing a Cybersecurity 

Incident Response Plan
Thursday, October 3, 2019  2:00 p.m. – 4:00 p.m.

Rhode Island Law Center, Cranston

“It’s not a matter of if, but when your business will 
get hacked. How prepared are you?” Anonymous

Are you prepared for the inevitable?  
What happens when hackers get into 

your computer network, lock you out, take 
control over all your electronic data and 
information—clients’ information, including 
social security numbers, ongoing litigation 
files and emails, financial information, bank 
accounts, clients’ hospital and health records, 
and even payroll information for you and your 
employees? What do you do? Who do you 
call? What do you say?  What do you tell your 
clients? How do you get back to normal?

The third installment of this series reviews 
how a cybersecurity incident response 
plan helps your office recover when a cyber 
attack occurs, and provides guidance for 
creating your own incident response plan, 
which includes identifying and assigning 
people to critical roles in the recovery 
process, creating a communications plan, 
including compliance with breach notification 
requirements, and performing a post-event 
analysis to ensure that lessons learned from the 
experience are implemented for the future. 

Are you ready for the day when hackers 
get into you computer network, 
disrupt your business operations and 
compromise the integrity of the data you 
maintain?  Be prepared, or you may end 
up in the news and suffer reputational 
harm, or worse.  Sign up today.

Presenters
Jeffrey Padwa, Esq.
Padwa Law LLC

Jason Albuquerque, 
CCISO-CGCIO
Carousel Industries

Tuition
$135.00 admitted before 
January 1, 2014  

$125.00 admitted after 
January 1, 2014

Credits
Subject to Article IV, 
Rule 3, this course has 
been approved by the 
Mandatory Continuing 
Legal Education 
Commission for a 
maximum of 2.0 credits 
inclusive of 0.5 ethics.



Commercial Law 2019: A Comprehensive 
Update on Recent Developments

Monday, October 7, 2019  9:00 a.m. – 1:00 p.m.
Rhode Island Law Center, Cranston

Globally recognized experts Steven Weise from 
Proskauer Rose, LLP in Los Angeles and Ed 

Smith from Morgan Lewis & Bockus, LLP in New 
York bring their national Commercial Law Update 
program back to Rhode Island for the ninth (9) 
consecutive year. Messrs. Weise and Smith will 
share their expertise and research on the most 
important case decisions and other developments 
affecting business and commercial law practices 
during the last year. Rhode Island attorneys 
Patrick Guida, Thomas Hemmendinger, and Lisa 
Kresge will again provide the local perspective 
as they highlight important Rhode Island case 
decisions and other Rhode Island commercial 
and other business law related developments.

This presentation includes up-to-the-minute 
summaries of the most relevant commercial law 
cases decided over the last twelve (12) months, 
including noteworthy decisions rendered as recently 
as a week before the program. You will receive a 
comprehensive review of recent developments in:

•	 Personal and real property secured transactions

•	 Guaranties

•	 The new Rhode Island virtual currency law 

•	 UCC sales and personal property leasing

•	 Commercial paper and funds transfers

•	 Usury issues

•	 Uniform Commercial Real 
Estate Receivership Act

•	 And much more.

A seminar that will engage and entertain 
you all while updating your knowledge. 
Register today and stay current on the 
areas that directly affect your client. 

Presenters
Patrick A. Guida, Esq.
Duffy & Sweeney, Ltd.

Thomas S. Hemmendinger, Esq.
Brennan, Recupero, Cascione, 
Scungio & McAllister, LLP

Lisa M. Kresge, Esq.
Brennan, Recupero, Cascione, 
Scungio & McAllister, LLP

Edwin E. Smith, Esq.
Morgan, Lewis & Bockius, LLP, Boston 
MA | New York, NY

Steven O. Weise, Esq.
Proskauer Rose LLP, Los Angeles, CA

Tuition
$175.00 admitted before 
January 1, 2014  

$165.00 admitted after 
January 1, 2014

Credits
Subject to Article IV, 
Rule 3, this course has 
been approved by the 
Mandatory Continuing 
Legal Education 
Commission for a 
maximum of 4.5 credits 
inclusive of 0.5 ethics.



Conducting Internal Investigations:  
Risks and Remedies

Tuesday, October 15, 2019  7:30 a.m. – 9:00 a.m.
Rhode Island Law Center, Cranston

Corporations are under increasing 
scrutiny and many companies have been 

faced with ethical scandals and allegations 
of mismanagement and misconduct. In 
addition, in recent years more and more 
whistleblowers have been coming forward 
to present allegations of impropriety. Given 
these trends, knowing how to conduct an 
effective internal investigation is crucial 
to protecting your clients or company. 
Companies need to ensure they have 
established systems in place to properly 
investigate allegations of improprieties 
and misconduct that are raised. Properly 
conducted, an internal investigation will help 
to identify risks and remedy potential issues. 

This seminar will highlight how to conduct an 
effective internal investigation. Topics include:

•	 Determining the nature and scope 
of an investigation, document 
retention and confidentiality

•	 Role of in-house counsel, outside 
counsel and other experts

•	 Delivering an effective “Upjohn statement”

•	 Crafting appropriate interview questions 
and gathering information from witnesses

•	 Dealing with risks and ethical dilemmas 
that arise during an investigation

•	 Managing the investigation 
stakeholders appropriately, considering 
their loyalties and relationships, 
including senior management

•	 Preparing a final investigation report and 
voluntary disclosure considerations

Presenters
Miriam A. Ross, Esq.
Law Office of Miriam A. Ross

Tuition
$95.00 admitted before 
January 1, 2014  

$85.00 admitted after 
January 1, 2014

Credits
Subject to Article IV, 
Rule 3, this course has 
been approved by the 
Mandatory Continuing 
Legal Education 
Commission for a 
maximum of 1.5 credits 
inclusive of 0.5 ethics.



Times and dates subject to change.  
For updated information, visit the CLE Calendar at www.ribar.com/calendar  

or scan the QR Code below.

Upcoming CLE Seminars

An Overview of Veterans Treatment Court
Thursday, November 7, 2019

12:45 – 1:45 p.m.

1.0 credit

Rhode Island Law Center, Cranston
Also available as a live webcast!

Recent Developments in the Law 2019
Friday, October 8, 2019

9:00 a.m. – 4:00 p.m.

6.0 credits + 1.0 ethics

Crowne Plaza Hotel, Warwick

Jury Impanelment in Superior Court: 
The Applicable Statutes and How 
and Why They Matter
Thursday, November 14, 2019

12:45 – 1:45 p.m.

1.0 credit

Rhode Island Law Center, Cranston
Also available as a live webcast!



For the Live Webcast, you must register at www.ribar.com. 

NAME ������������������������������������������������������������������������������������

FIRM/ORGANIZATION ���������������������������������������������������������������������

ADDRESS ���������������������������������������������������������������������������������

CITY/STATE ___________________________________________ZIP ���������������������������������

TELEPHONE _____________________________________  BAR ID# ���������������������������������

DATE ADMITTED TO PRACTICE ������������������������������������������������������������

EMAIL� �����������������������������������������������������������������������������������

Signature _______________________________________________________ Date����������������������

Exp. Date Sec. Code

(You will receive an email confirmation of your registration)

Mail to:  
CLE Seminar

Rhode Island Bar Association
41 Sharpe Drive  Cranston, Rhode Island 02920

Or fax to 401-421-2703  Or register at www.ribar.com

Credit cards cannot be processed without the security code.

Registration (Please do not staple checks to registration form)

TUITION

Cybersecurity Risk Management: Part One  September 10, 2019
  Admitted to the Bar BEFORE January 1, 2014: $135.00	 	
  Admitted to the Bar AFTER January 1, 2014: $125.00	 	

Cybersecurity Risk Management: Part Two  September 18, 2019
  Admitted to the Bar BEFORE January 1, 2014: $135.00	 	
  Admitted to the Bar AFTER January 1, 2014: $125.00	 	

Cybersecurity Risk Management: Part Three  October 3, 2019
  Admitted to the Bar BEFORE January 1, 2014: $135.00	 	
  Admitted to the Bar AFTER January 1, 2014: $125.00	 	

Commercial Law 2019: Recent Developments  October 7, 2019
  Admitted to the Bar BEFORE January 1, 2014: $175.00	 	
  Admitted to the Bar AFTER January 1, 2014: $165.00	 	

Conducting Internal Investigations  October 15, 2019
  Admitted to the Bar BEFORE January 1, 2014: $95.00	 	
  Admitted to the Bar AFTER January 1, 2014: $85.00	 	

	 TOTAL	 	

Enclosed is my check payable to the RI Bar Association/CLE in the amount of: $�





Do You Have an Idea for an Article?
You have a lot to share, and your colleagues appreciate learning 
from you. The Rhode Island Bar Journal is always in need of scholarly 
discourses and articles, and we also encourage point-counterpoint pieces.  
Or, if you have recently given, or you are planning on developing a 
Continuing Legal Education seminar, please consider sharing your 
information through a related article in the Rhode Island Bar Journal. 
While you reached a classroom of attorneys with your CLE seminar, 
there is also a larger audience among the over 6,500 lawyers, judges  
and other Journal subscribers, many of whom are equally interested in  
what you have to share. For more information on our article selection 
criteria, please visit the Bar’s website, under News and Bar Journal,  
and click Bar Journal Homepage. The Editorial Statement and Selection 
Criteria is also on page 4 of every issue. Please contact Director of 
Communications Kathleen Bridge at 401-421-5740 or kbridge@ribar.com  
if you have any questions.
 

Rhode Island Bar Member Benefit 
Spotlight: AON Attorneys' Advantage
The AON Attorneys' Advantage program offers professional 
liability insurance coverage sponsored by the RI Bar Association.  
Through a combination of Affinity Insurance Services, Inc. offices and a 
network of Independent Territorial Administrators, the AON Attorneys' 
Advantage program is able to provide broad coverage, competitive rates 
outstanding local service and risk management service. To learn more  
about the benefits and features of the program visit the AON website at 
www.attorneys-advantage.com
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